ICT Security Policies
1. Other than how well the company is equipped to deal with the risk, describe in detail three of the factors an organization needs to consider when producing a risk analysis (6)
2. A national bank wants to ensure that its financial systems are secure against attack. Other than physical security, describe four factors that should be included in the bank’s security policy. [8]
3. Companies are worried about the potential threats and consequences for data misuse. Give 3 examples of the threats of data misuse and for each give a possible consequence.[6]
4. Describe four operational procedures an organisation could put in place to prevent misuse of data. Use different examples to illustrate each procedure. [6]


ICT Security Policies
1. [bookmark: _GoBack]Other than how well the company is equipped to deal with the risk, describe in detail three of the factors an organization needs to consider when producing a risk analysis (6)
2. A national bank wants to ensure that its financial systems are secure against attack. Other than physical security, describe four factors that should be included in the bank’s security policy. [8]
3. Companies are worried about the potential threats and consequences for data misuse. Give 3 examples of the threats of data misuse and for each give a possible consequence.[6]
4. Describe four operational procedures an organisation could put in place to prevent misuse of data. Use different examples to illustrate each procedure. [6]


ICT Security Policies
1. Other than how well the company is equipped to deal with the risk, describe in detail three of the factors an organization needs to consider when producing a risk analysis (6)
2. A national bank wants to ensure that its financial systems are secure against attack. Other than physical security, describe four factors that should be included in the bank’s security policy. [8]
3. Companies are worried about the potential threats and consequences for data misuse. Give 3 examples of the threats of data misuse and for each give a possible consequence.[6]
4. Describe four operational procedures an organisation could put in place to prevent misuse of data. Use different examples to illustrate each procedure. [6]

